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Abstract of the contribution: This paper proposes a solution enabling an IMS entity (I-CSCF, S-CSCF, IMS AS) to discover, in a deployment where both legacy HSS and HSS (combined with UDM or not) upgraded with SBI coexist, whether the HSS hosting the UE's IMS subscription data is SBI capable or not.
Discussion
[bookmark: _GoBack]It is assumed that, looking at UDICOM, the IMS data are handled in the EPS/IMS UDR part of an HSS (in the case of separated UDM and HSS repositories) or, in case of common repository, that IMS HSS is a logical entity that can act as an application front end making use of the common repository. There is no intrinsic reason why service-based interfaces should change the functional allocation, as this would require migration of IMS data and additional work on the Nxx interface for UDICOM. This is discussed in S2-1900296. Hence, in the following, this paper talks about legacy HSS and SBI capable HSS.
In deployments with both legacy HSS accessible via Diameter and HSS (combined or not with UDM) upgraded with SBI, the I-CSCF, S-CSCF and IMS AS need to know the type of interface it shall use to access the HSS: SBI or Diameter. 
The way to determine the HSS to contact – at IMS registration or at UE Invite –, the I-CSCF, S-CSCF and IMS AS use either a Subscription Locator Function (SLF) or a Diameter Proxy Agent (DRA) that proxies the request to the HSS as defined as TS 23.228 clause 5.8. 
If SLF is used, a solution would be to configure it with the mapping between HSS name and SBI support and that, when the IMS entity queries the SLF, the SLF returns the HSS name with a new "SBI" indication. But this solution does not work when a DRA is used. 
Another solution would be to use NRF services extended with additional parameters for IMS as follows:
-	The SBI capable HSS registers to the NRF using the Nnrf_NFManagement_NFRegister Request message with additional input parameters: range of IMPIs, list of IMPUs.
-	The SBI capable IMS entity (e.g. I-CSCF), when it needs to know the HSS name, sends a Nnrf_NFDiscovery_Request with following input parameters: IMPI (for an IMS registration), IMPU (for a UE Invite)
-	If the IMPI or IMPU has been provided in the IMPI range or the list of IMPUs by a SBI capable HSS, the NRF answers with Nnrf_NFDiscovery_Request Response message with the HSS name in which the user's subscription data can be found. Otherwise, the Nnrf_NFDiscovery_Request Response message does not contain any HSS name.
-	If the IMS entity (e.g. I-CSCF) does not contain the HSS name, the IMS entity has to discover the HSS by using the SLF or the DRA as if there were only legacy Diameter-only based HSS.
This solution allows to eliminate the Dx and Dh Diameter interfaces from the IMS (Dx interface being the standard interface between the CSCF and the SLF, and Dh interface being the standard interface between the AS and the SLF). 
Proposal
It is proposed to update TS 23.794 as follows.
FIRST CHANGE
[bookmark: _Toc516830545]6.x	Solution x: Use of NRF for User identity to HSS resolution
[bookmark: _Toc516830546]6.x.1	Description
In this solution, it is assumed that, looking at UDICOM, the IMS data are handled in the EPS/IMS UDR part of an HSS (in the case of separated UDM and HSS repositories) or, in case of common repository, that IMS HSS is a logical entity that can act as an application front end making use of the common repository.
In deployments with both legacy HSS accessible via Diameter and HSS (combined or not with UDM) upgraded with SBI, the I-CSCF, S-CSCF and IMS AS need to know the type of interface it shall use to access the HSS: SBI or Diameter. 
In existing networks, the I-CSCF (at IMS registration and UE Invite), the S-CSCF (at IMS registration) and IMS AS determine the HSS to contact by using either a Subscription Locator Function (SLF) or a Diameter Proxy Agent (DRA) that proxies the request to the HSS as defined as TS 23.228 [2] clause 5.8. 
If SLF is used, a solution would be to configure it for each HSS name with an indication of SBI support: when an IMS entity (I-CSCF, S-CSCF, AS) queries the SLF, the SLF would return the HSS name with a the "SBI support" indication. But this solution does not work when a DRA is used because the use of DRA implies using Diameter. 
Another solution would be to use NRF services extended with additional parameters for IMS as follows:
-	The SBI capable HSS registers to the NRF using the Nnrf_NFManagement_NFRegister Request message with following additional input parameters: range of IMPIs, list of IMPUs.
-	The SBI capable IMS entity (e.g. I-CSCF), when it needs to know the HSS name, sends a Nnrf_NFDiscovery_Request with following additional input parameters: IMPI (for an IMS registration), IMPU (for an UE Invite).
-	If the IMPI is in the IMPI range or the IMPU is in the list of IMPUs stored by the SBI capable HSS, the NRF answers with Nnrf_NFDiscovery_Request Response message containing the HSS name in which the user's subscription data can be found. Otherwise, the Nnrf_NFDiscovery_Request Response message does not contain any HSS name.
-	If the IMS entity (e.g. I-CSCF) does not contain the HSS name, the IMS entity shall attempt to discover the HSS by using the SLF or the DRA as if there were only legacy Diameter-only based HSS.
This solution allows to eliminate the Dx and Dh Diameter interfaces from the IMS (Dx interface being the standard interface between CSCF and SLF, and Dh interface being the standard interface between AS and SLF).
6.x.2	Extended NRF Service operations
NRF service operations defined in TS 23.502 [4] are extended as follows:
Table 5.2.7.1-1: NF services provided by the NRF
	Service Name
	Service Operations
	Operation
Semantics
	Example 5GC Consumer(s)
	Additional IMS consumers 

	Nnrf_NFManagement
	NFRegister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF
	HSS

	
	NFUpdate
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF
	HSS

	
	NFDeregister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF
	HSS

	
	NFStatusSubscribe
	Subscribe/Notify
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF
	

	
	NFStatusNotify
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF
	

	
	NFStatusUnSubscribe
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF
	

	Nnrf_NFDiscovery
	Request
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF
	I-CSCF, S-CSCF, AS

	Nnrf_AccessToken
	Get
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, UDM
	I-CSCF, S-CSCF, AS, HSS


 
Nnrf_NFManagement_NFRegister service operation is used by the HSS with following parameters:
-	Required Inputs: NF Type (HSS)
-	Optional Inputs: IMPI range, list of IMPUs
-	Required Outputs: Result indication
-	Optional Outputs: None

Nnrf_NFManagement_NFUpdate service operation is used by the HSS with following parameters:
-	Required Inputs: NF Type (HSS)
-	Optional Inputs: Same as Nnrf_NFManagement_NFRegister service operation
-	Required Outputs: Result indication
-	Optional Outputs: None

Nnrf_NFManagement_NFDeregister service operation is used by the HSS with following parameters:
-	Required Inputs: NF Type (HSS), NF Instance ID, Reason indication
-	Optional Inputs: None
-	Required Outputs: Result indication
-	Optional Outputs: None

Nnrf_NFDiscovery_Request service operation is used by I-CSCF, S-CSCF, AS with following parameters:
-	Required Inputs: NF Type, 
-	Optional Inputs: IMPI (for an IMS Register if NF Type = I-CSCF), IMPU (for an UE Invite if NF Type = I-CSCF or if NF Type is S-CSCF or AS)
-	Required Outputs: HSS Name
-	Optional Outputs: None
6.x.3	Call flows (based on call flows of TS 23.228 [2] clause 5.8)
6.X.3.1	User identity to HSS resolution on IMS Register
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Figure 6.x.3.1-1: HSS resolution on register (1st case)
1.	Same as TS 23.228 [2] figure 5.20 step 1.
2.	The I‑CSCF sends a Nnrf_NFDiscovery_Request message to the NRF and includes as parameter the user identity which is stated in the REGISTER request.
3.	Same as TS 23.228 [2] figure 5.20 step 3.
4.	The NRF answers with a Nnrf_NFDiscovery_Request message containing the HSS name in which the user's subscription data can be found.
5.	The I‑CSCF can proceed by querying the appropriate HSS via service-based interface.
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Figure 6.x.3.1-2: HSS resolution on register (2nd case)
1.	Same as TS 23.228 [2] figure 5.20a step 1.
2.	The S‑CSCF sends a Nnrf_NFDiscovery_Request message to the NRF and includes as parameter the user identity which is stated in the REGISTER request.
3.	Same as TS 23.228 [2] figure 5.20a step 3.
4.	The NRF answers with a Nnrf_NFDiscovery_Request message containing the HSS name in which the user's subscription data can be found.
6.X.3.2	User identity to HSS resolution on UE Invite
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Figure 6.x.3.2-1: HSS resolution on UE invite
1.	Same as TS 23.228 [2] figure 5.21 step 1.
2.	Same as TS 23.228 [2] figure 5.21 step 2 except that the I‑CSCF sends a Nnrf_NFDiscovery_Request message to the NRF and includes as parameter the user identity which is stated in the INVITE request.
3.	Same as TS 23.228 [2] figure 5.21 step 3.
4.	The NRF answers with a Nnrf_NFDiscovery_Request Response message containing the HSS name in which the user's subscription data can be found.
6.X.3.3	User identity to HSS resolution on AS access
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Figure 6.x.3.3-1: HSS resolution on AS access 
1.	An AS sends a Nnrf_NFDiscovery_Request message to the NRF and includes as a parameter the Public User Identity.
2.	Same as TS 23.228 [2] figure 5.21a step 2.
3.	The NRF answers with a Nnrf_NFDiscovery_Request Response message containing the HSS name in which the user's subscription data can be found.
4.	The AS sends the appropriate Nhss service-based message towards the correct HSS.

END OF CHANGES
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